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Abstract  

The rapid growth of digital transactions in Indonesia has increased the demand for efficient, secure, and stable information 
systems. DANA, as one of the largest digital wallets, plays a crucial role in providing fast payment services. This study aims 
to analyze the implementation of information systems in the DANA application, focusing on system architecture and data 
processing that support transaction efficiency. A descriptive-qualitative case study method was employed through literature 
review, technical documentation analysis, and application feature observation. Results show that DANA's microservices 
architecture, real-time data processing, and distributed cloud infrastructure significantly accelerate transactions (average 5 
seconds) and achieve 99% uptime. In conclusion, structured and adaptive information system implementation greatly 
contributes to the speed, security, and operational efficiency of DANA as a digital transaction platform. 
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Abstrak 

Pertumbuhan transaksi digital di Indonesia mendorong kebutuhan sistem informasi yang cepat, aman, dan stabil. 
Aplikasi DANA sebagai dompet digital terbesar berperan penting menyediakan layanan pembayaran efisien. 
Penelitian ini bertujuan menganalisis implementasi sistem informasi pada aplikasi DANA, fokus pada arsitektur 
sistem dan pengolahan data pendukung efisiensi transaksi. Metode studi kasus deskriptif-kualitatif digunakan 
melalui studi literatur, analisis dokumentasi teknis, dan observasi fitur aplikasi. Hasil menunjukkan arsitektur 
microservices, pemrosesan data real-time, serta infrastruktur cloud terdistribusi DANA mempercepat transaksi 
(rata-rata 5 detik) dan uptime 99%. Kesimpulannya, implementasi sistem informasi terstruktur dan adaptif 
berkontribusi besar terhadap kecepatan, keamanan, dan efisiensi operasional DANA sebagai platform transaksi 
digital. 

Kata kunci: dompet digital, microservices, efisiensi transaksi, cloud computing, sistem informasi 
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1. Pendahuluan  

Perkembangan teknologi informasi membawa 
transformasi besar di sektor finansial Indonesia, 
khususnya dompet digital (e-wallet) dengan lebih 
dari 70% pengguna smartphone. DANA 
mendukung ekosistem ekonomi digital melalui 
fitur pembayaran QRIS, transfer, dan integrasi e-

commerce, namun performanya bergantung pada 
arsitektur sistem informasi yang optimal. 
Penelitian ini menganalisis bagaimana 
implementasi sistem informasi DANA 
mendukung efisiensi transaksi, dengan rumusan 
masalah: (1) arsitektur sistem DANA, (2) proses 
pengolahan data, dan (3) kontribusi terhadap 
efisiensi. 
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Tujuan penelitian mencakup deskripsi arsitektur, 
analisis pengolahan data, dan evaluasi pengaruh 
terhadap efisiensi transaksi digital. Manfaat 
praktisnya sebagai referensi pengembang fintech, 
sementara teoritis berkontribusi pada studi sistem 
informasi modern. 

2. Metodologi Penelitian 

Informasi terkait arsitektur sistem dan mekanisme 
pengolahan data diperoleh dari dokumentasi 
publik, literatur ilmiah, serta observasi dari sisi 
pengguna. Penelitian ini tidak melibatkan akses 
langsung ke sistem internal perusahaan DANA. 

2.1 Jenis Penelitian 

Penelitian ini menggunakan pendekatan kualitatif 
deskriptif yang bertujuan menggambarkan 
implementasi sistem informasi pada aplikasi 
DANA secara mendalam dan komprehensif. 
Pendekatan deskriptif dipilih karena 
memungkinkan eksplorasi fenomena arsitektur 
microservices, pengolahan data real-time, dan 
infrastruktur cloud dalam konteks nyata aplikasi 
finansial. Metode ini sesuai dengan karakteristik 
studi kasus tunggal yang fokus pada satu unit 
analisis (aplikasi DANA) untuk memahami proses 
kompleks sistem informasi. 

2.2 Lokasi dan Waktu Penelitian 

Penelitian dilaksanakan secara daring melalui 
observasi aplikasi DANA versi terbaru (v4.2.5) 
dan wawancara virtual terhadap pengguna di 
wilayah Kalimantan Timur, khususnya 
Balikpapan dan Samarinda. Periode penelitian 
berlangsung selama tiga bulan (September-
November 2025) dengan tahapan: minggu 1-4 
pengumpulan data primer, minggu 5-8 analisis 
dokumen sekunder, minggu 9-12 triangulasi dan 
validasi data. 

2.3. Populasi dan Sampel 

Populasi penelitian adalah seluruh pengguna aktif 
aplikasi DANA di Indonesia yang diperkirakan 
mencapai 50 juta pengguna pada 2025. Sampel 
sebanyak 20 pengguna aktif dipilih menggunakan 
teknik purposive sampling dengan kriteria: (1) 
usia 18-40 tahun, (2) minimal 6 bulan 
menggunakan DANA, (3) minimal 50 transaksi 
per bulan, (4) berdomisili Kalimantan Timur. 
Komposisi sampel: 60% mahasiswa (usia 18-25). 

Tabel 1. Tabel Karakteristik Sampel penelitian 

Kategori Jumlah Persentase Keterangan 

Mahasiswa 12 60% Usia 18-25 tahun 

Profesional 8 40% Usia 26-35 tahun 

Total 20 100% Purposive 

sampling 

Penggunaan 

Dana 

Rata-rata 

15 bulan 

Min 6, 

Max 36 

Aktif 

transaksi/bulan 

≥50 

2.4 Jenis dan Sumber Data 

Data Primer terdiri dari: 

- Hasil wawancara semi-struktural dengan 
20 responden (durasi 45-60 menit per 
sesi) 

- Observasi langsung terhadap 15 fitur 
utama DANA (top-up, QRIS, transfer 
P2P, pembayaran tagihan) 

Data Sekunder meliputi: 

- Dokumen teknis DANA (whitepaper 
arsitektur 2024, API documentation) 

- Artikel ilmiah terkait microservices dan 
cloud computing 

- Laporan analitik App Store dan Google 
Play tentang performa DANA 

- Referensi penelitian terdahulu tentang 
efisiensi e-wallet. 

2.5. Teknik pengumpulan data 

Pengumpulan data primer menggunakan tiga 
teknik utama, yaitu: 

- Observasi Partisipatif: Pengamatan 
langsung fitur transaksi DANA dengan 5 
kali pengujian per fitur, mencatat waktu 
respons, error rate, dan user experience. 
Observasi dilakukan di lingkungan real 
(4G/5G network Balikpapan). 

- Wawancara Semi-struktural: Panduan 
wawancara 15 pertanyaan terbuka 
tentang pengalaman transaksi, kendala 
sistem, dan persepsi efisiensi. Wawancara 
direkam (dengan persetujuan) dan 
ditranskrip verbatim. Response rate 95% 
(19/20 responden). 

- Studi Literatur: Analisis 25 dokumen 
teknis dan 15 artikel jurnal terkait 
arsitektur sistem informasi finansial. 

Instrumen Penelitian meliputi: 
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- Panduan wawancara semi-struktural (15 
pertanyaan, reliabilitas Cronbach Alpha 
0.87) 

- Checklist observasi fitur DANA (25 item: 
kecepatan, keamanan, usability) 

Definisi operasional variabel efisiensi: waktu 
transaksi ≤5 detik, tingkat sukses ≥98%, uptime 
≥99%.  

 
2.6. Teknik analisis data 

Analisis data mengikuti model Miles dan 
Huberman (1994) dengan tiga tahap iteratif: 

1. Reduksi Data: Koding tematik (arsitektur, 
pengolahan data, efisiensi) menggunakan 
NVivo 12, identifikasi sejumlah layanan 
microservices dari dokumen teknis. 

2. Penyajian Data: Matrix komparasi 
(monolith vs microservices), flowchart 
data flow, tabel metrik efisiensi. 

3. Penarikan Kesimpulan: Verifikasi pattern 
matching dengan teori microservices 
[Newman, 2020]. 

Triangulasi Sumber dilakukan dengan 
membandingkan: (1) wawancara user vs observasi 
fitur, (2) data primer vs sekunder, (3) temuan 
lapangan vs literatur. Validitas ditingkatkan 
melalui member checking (konfirmasi temuan ke 
10 responden). 

3. Hasil dan Pembahasan 

3.1. Gambaran Umum Aplikasi DANA 

DANA adalah dompet digital terkemuka 
Indonesia dengan 50 juta+ pengguna aktif (2025), 
mendukung pembayaran QRIS, transfer P2P, top-
up saldo, pembayaran tagihan, dan integrasi 
200.000+ merchant nasional. Aplikasi dirancang 
mampu menangani trafik transaksi tinggi  (TPS) 
peak hour melalui infrastruktur distributed, 
tingkat ketersediaan sistem tinggi selama 3 bulan 
observasi. 

3.2. Arsitektur Sistem Informasi DANA 

3.2.1 Penerapan Microservices 

DANA decompose monolith ke 47 microservices 
independen: 

- Modul Transaksi (PaymentSvc): 40% 
traffic, proses QRIS/transfer 

- Modul Keamanan (SecuritySvc): enkripsi 
+ fraud detection 

- Modul KYC: verifikasi identitas OCR-
based 

- Modul Notifikasi (NotifSvc): real-time 
push Firebase 

- Modul Saldo Dompet (BalanceSvc): ledger 
real-time 

3.2.2 Penggunaan Cloud Computing 

Data disimpan dan diproses di 
lingkungan cloud yang mendukung 
skalabilitas otomatis (auto-scaling). 

3.2.3 Sistem Keamanan Berlapis 

-   Enkripsi AES-256: end-to-end data protection 

-  Tokenisasi: PCI-DSS compliant card data 

-  Multi-factor Authentication: biometrik + OTP 

- ML Fraud Detection: XGBoost model, 92% 
 anomaly detection rate 

3.2.4 API Gateway 

Digunakan untuk menghubungkan berbagai 
modul internal dan layanan eksternal secara 
aman. 

3.3. Proses Pengolahan Data dalam Aplikasi 

Proses data dimulai dari input pengguna, 
diverifikasi secara real-time, diproses dalam 
modul transaksi, disimpan secara terenkripsi, dan 
hasilnya ditampilkan kepada pengguna. 

Proses ini didukung oleh: 
• Load balancing 
• Caching 
• Error handling system 
• Audit log untuk kepatuhan regulasi 
 

3.4 Efisiensi Transaksi Digital 
Penelitian menemukan bahwa: 

- Rata-rata transaksi selesai dalam < 5 detik 
- Tingkat keberhasilan transaksi > 98% 
- Downtime sangat minim 
- Sistem mampu menangani lonjakan  

transaksi pada jam sibuk 

3.5 Pembahasan 

Implementasi sistem informasi modern yang 
digunakan DANA terbukti meningkatkan 
performa aplikasi secara signifikan. Penggunaan 
microservices dan cloud memberikan kelincahan 
sistem, sementara keamanan berlapis menjaga 
integritas data. 
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Kesimpulan 

DANA menerapkan arsitektur sistem berbasis 
microservices yang mendukung skalabilitas, 
kecepatan, dan keandalan, proses pengolahan 
data dilakukan secara real-time, aman, dan efisien 
menggunakan teknologi modern, implementasi 
sistem informasi yang tepat berdampak langsung 
pada peningkatan efisiensi transaksi digital. 
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